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Wireless FAQs
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What is wireless surveillance?
Wireless Surveillance offers users the easy convenience of video security monitoring without having to worry about camera cables.

Wireless Surveillance means there is no video cable running from the wireless camera to your TV or VCR. All wireless cameras
require power. A wireless cameras must have access to a mains outlet to receive power (Some cameras can run on a 9 Volt battery
for a limited time).

The receiver receives the video and audio signal from the camera wirelessly and connects to your TV, monitor or VCR with an
RCA AV (audio and video) cable and also requires access to a mains outlet to receive power. 

How do wireless 2.4 GHz cameras work?
Wireless video transmission is made possible with the use of video transmitters and receivers. Swann wireless cameras come with a 
built-in video transmitter and a separate video receiver. The video signal is sent wirelessly through a specific radio frequency (2.4GHz)
to the receiver which is connected directly to a TV, monitor or VCR using an RCA video cable.

Are the Swann wireless cameras totally wireless?
The Swann wireless cameras are wireless for video transmission. Both wireless cameras and their receivers must be powered by
electricity to function. They must be located within 6ft (2m) of a power source and plugged in.
A Swann wireless receiver uses an RCA video cable to transfer the video signal received from a Swann wireless camera to
your TV, monitor or VCR with AV connections, so must be located near your TV, monitor or VCR.

Glossary of Security Terms

Audio Monitoring:
The ability to hear as well as see what is happening through your monitoring device.

AV Channel:
The channel on your TV that is usually used to watch DVDs and game consoles.

BNC:
BNC is a bayonet style connector for coaxial cable that is most commonly used for CCTV installations.

CCD:
CCD stands for ‘Charge Coupled Device’, which is used as a type of image sensor. CCD sensors are 
high quality sensors that are commonly used in portable camcorders and similar video equipment.

CCTV:
Closed Circuit Television. A television system used for private purposes and not for public or general broadcast.

CMOS: 
CMOS stands for Complimentary Metal Oxide Semiconductor, which is used in another type of image sensor. 
CMOS sensors are medium quality sensors that are commonly used in digital cameras and many low-powered 
image device such as USB webcams.

Co-Axial Cable:
This refers to cable that has a central conductor, surrounded by a shield sharing the same axis. The shield can be made 
from a variety of materials including, braided copper, or lapped foil. There are various standards for specific types of 
co-axial cable. The cable used for normal CCTV installations is called RG59.

DIY Security:
Do-It-Yourself security. The component can easily be installed without the help of professional installers.

DVR:
Digital Video Recorder. This is a device that records video signal digitally. Normally this is on a large hard drive in the 
machine. For this reason it is sometimes known as a hard disk recorder (HDR).

HDD:
Hard Disk Drive.

Image Sensor: 
The light sensitive chip inside a digital camera that can read levels of light & transform them into an image.

Infra-red (IR):
Infra-red Night Vision allows cameras to ‘see in the dark’. It is the method of using IR LEDs (Infra-red Light Emitting Diodes) 
as illumination for a camera with a sensor that can ‘see’ infra-red light. Infra-red light provides the illumination needed to 
capture clear images in total darkness or low-light conditions.

LCD Monitor: 
A monitor that uses liquid-crystal display technology. Many laptop and notebook computers use LCD displays because 
of their low power requirements. LUX: Unit of light measurement. 0.1 Lux (Full Moon) - 100,000 Lux (Direct Sunlight). 
The lower the number, the higher the sensitivity.

Pan and Tilt:
A motorized camera mounting that will move a camera both horizontally and vertically via electronic signals from 
a remote controller.
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Can I connect a Swann wireless camera to a TV?
Yes, Swann wireless cameras use an RCA video plug to connect into your TV’s video ‘in’ socket,
similar to many game consoles and DVD players. Cameras with audio also use the audio or ‘A’ in ‘AV’ plug connection.

How do I connect the Swann wireless cameras to my TV/VCR?
A Swann wireless camera’s receiver comes with an AV cable which plugs into the Video ‘in’ and Audio ‘in’ connectors on your
TV or VCR. These plugs are commonly referred to as RCA plugs and are similar to the connectors used by game consoles and 
DVD players. If you plug your Swann wireless camera’s receiver into your VCR so that you can record the footage, you will need to 
select the channel on your TV that you normally use to view video movies from your VCR. If you plug your Swann wireless receiver 
directly into your TV, you can view the images on the appropriate AV channel, but you will not be able to record. 

What is the maximum wireless transmission distance of the
Swann wireless cameras? 
Outdoors - For open line of sight without obstruction approximately 330ft (100m). 
Indoors - Due to the many variables in building construction and other causes of interference, the useful range can vary but is usually 
between 66ft (20m) and 100ft (30m). 

Can I add extra cameras to the pack?
Yes, many of the Swann Wireless Cameras can be set to any of 4 channels the receiver is capable of using. The receiver can be set
to switch through all 4 channels in sequence. Swann recommend a maximum of 3 cameras for optimum reception quality but
4 cameras can be set up successfully with careful camera placement. Please read the specifications on the packaging or visit the 
Swann website for information on what models are multi-channel capable.

Can other devices interfere with the Swann wireless camera’s 
wireless transmission?
Yes, some common causes of interference are Wireless LAN equipment, cordless 2.4GHz telephones and microwave ovens
(while they are actually cooking). Using a camera that has 4 switchable channels will allow you to change to a channel that is
further away from the interference source to minimize the potential for interference.

Swann cameras use an RCA video Plug
Simply connect this into your TV to start monitoring
your Swann DIY security solution

Security Tips

What else can I do to safeguard my love ones and
protect my property? 

1. Have a security system presence.   
     Having a security system presence will deter burglars from breaking into your house. Swann has numerous    

 security products for the home and office that may convince the burglar to move on to a less well defended    
 location rather than run the risk of having their picture given to Police. Swann also has imitation security products   
 that look real, giving you the advantage of appearing to have a higher level of security than you have.

       Imitation security products are a fraction of the cost of real security devices. Monitored alarm systems tend to be   
       more reliable than local alarms, as the monitoring company is usually ready to respond via the appropriate agency
       if there is an alarm activation.

2. Lock your doors and windows.   
  Burglars look for the easiest target – they want to get in and out quickly. Breaching a lock takes time, so good     

 quality locks deter burglars. Many burglars enter via rear windows which they use tools to force open.
       Make sure you lock your garage and garden shed so that you don’t provide the burglar with additional tools.

3. Close your drapes or curtains.  
  Many burglaries happen after the burglar casually views the contents of your home through your windows.     

 Closing the drapes will make it harder for the burglar to see if you are home or not and if you have what    
 they want.

4. Ask neighbors or friends to watch your home and collect mail.  
  By having your mail collected, you are giving burglars the impression that you are home.
       When picking up your mail get your friend to enter the house, making sure that there has not been
       a disturbance and ask them to vary the lights that are left on etc. Make sure you cancel your newspaper
       delivery while you are away. Also, make sure your lawn is mowed, as this can also give away the fact
       that you are away for an extended period.

5. Put your expensive goods away.  
  Many burglars look for easy to sell items in your home. Laptops, home entertainment equipment and   
  computers are commonly stolen and easily sold. Where possible lock items like these away and don’t   
  leave them near to a potential entry point that would make the thief’s job easier.

6. Don’t let burglars use your spare keys.  
  No matter how good of a hiding place it seems, burglars will always look for hidden keys.
       So leave your keys with a trusted neighbor or friend instead. Never leave a key outside your home.

7. Make sure your home appears lived in.   
  There are a few options as to how to make your house looked lived in.    
  Install a timer on your sprinkler and lamps, leave some old clothes on the clothes line or leave a radio on.

8. Don’t lock yourself in.  
  Remember that locks are designed to keep burglars out, not keep you and your family in. Always make sure   
  that you have a safe and easy way out in an emergency such as a fire. Deadlocks should only be used when   
  you are outside your home, as they can prevent you from leaving your house in an emergency.




